Test process

1. Attacker: In the first step, the attacker scans the MAC address of the target AP client. (MTK network card address)

system: Linux
victim : The network card status at this time is normal. System: (win7)
Attacker: Attacker sends malformed beacon frame system: (Linux)

Python xxx.py (payload)

Victim: Victims connected to the network are remotely attacked. System: (win7)
The victim will be attacked as long as he can receive the malformed beacon frame!